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B-Trust mail configuration 
for Mozilla Thunderbird v.60 

 
 

I. Configuration email account. 
 

1. Start Mozilla Thunderbird. 

2. Select “Set up an account: Email”:  

 

 

 

3. Type your name, e-mail address, password and select “Continue”: 
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Select “Manual config”: 

 

 

 

 

 

Configure the information as follows: 

 

In: IMAP / name of the server (mail.b-trust.org) / Port 993 / SSL/ TLS / authentication: 

normal password  

Out: SMTP / name of the server (mail.b-trust.org) / Port 587/ STARTTLS / 

authentication: normal password.  

On account name type the whole e-mail address and select “Done”. 
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3.1 If you want to set the account using POP3 protocol, you should do the following settings: 

 

In: POP3 / name of the server (mail.b-trust.org) / Port 995 / SSL/ TLS / authentication: 

normal password  

Out: SMTP / name of the server (mail.b-trust.org) / Port 587/ STARTTLS / authentication: 

normal password.  

On account name type the whole e-mail address and select “Done”. 

 

 

4. To forbid Thunderbird saving you received e-mails locally on your PC go to 

“Tools”/“Account Settings”: 

 

 

 

In the next window select “Server Settings” and mark “Leave messages on server” and “Until 

I delete them”. Select „ОК“: 
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II. Mail signing configuration. 

 

1.  Open menu “Tools”/“Options”/“Advanced”/“Certificates”/“Security Devices“: 

 

 



 

5 

 

On the following window select “Load”: 

 

From the next window select “Browse”: 

 

The location for the library is: 

C/Windows/System32/ - for 32 bit OS  

C/Windows/SysWOW64/ - for 64 bit OS 

The different smart cards have different libraries: 

- For Charismathics - cmP11.dll 

- For CV Cryptovision - cvP11.dll 

- For Gemalto - idprimepkcs11.dll 
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Find the library, select it and thank select “Open” 
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2. For the next step you should download the certification chains from our website 

www.b-trust.bg  

Load the following link in Internet Explorer : https://www.b-

trust.bg/en/services/certification-chains-installation or go to www.b-trust.bg / Services 

and queries / Certification Chains 

 

You should select “Root Certificates“ and download the “DER” file from B-Trust Root 
Qualified CA: 

 

 

 

Repeat the same step for Operational Certificates – B-Trust Operational Qualified CA: 

 

 

 

3. When you are ready with the download, open Thunderbird again and go to 
“Tools”/“Options”/“Advanced”/“Certificates”: 

 

 

 

 

http://www.b-trust.bg/
https://www.b-trust.bg/en/services/certification-chains-installation
https://www.b-trust.bg/en/services/certification-chains-installation
http://www.b-trust.bg/
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If Thunderbird requires you to enter password, enter your PIN for the certificate. 

On the following window select “Authorities”/“Import…”  
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Load both files one by one: 

 

On the following window select both options and “OK”: 

 

When you are ready repeat the same step for the next file.  
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4. To add your signature in already configured account open “Tools”/“Account 
Settings”/“Security”: 

 

 

Type your PIN for the certificate: 

 

On following windows select “OK”: 
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5. To sign an e-mail open “New Mail”  go to “Options” and select “Digitally Sign This 
Message”: 

 

After selecting the “Send” button it will require you to enter “PIN”:  

 

 


